Krijimi i nje user-i te ri ne windows server 2003

1- Start/ Manage your server / Manage users and computers in Active Directory

nage Your Server
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Manage Your Server

Server: DELL

licenses to clients 120 days after it receives the First
connection. Review licensing requirements for more
infarmation,

The use of Internet Explarer is restricted For &l user groups
on this server. For more information, click the Internet
Explorer Enhanced Security Configuration link in the Toals
and Updates section.

Remote Access;/¥PN Server

»

Remote access/WPN servers enable remate clients ko
connect ko a network through either a dial-up connection or
a secure Yirkual Private Netwark (YPM) connection. They also
provide network address translation (MAT), which enables all
of the computers on a small network to share a single
connection bo the Inkernet.

# Domain Controller {Active Directory)

Domain contrallers use Active Directory to manage network
resources such as users, computers, and applications,

# DNS Server

DMS (Domain Name System) servers kranslate damain and
computer DMS names ko IP addresses.

Search Help and Support

requiremnents

Open Terminal Services
ConFiguration

(VI

Open Terminal Services
Manager

Review the next steps for
this role
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Manage this remote
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Manage sites and services

Review the next steps for
this role
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Manage this DNS server
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Review the next steps for
this role
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Properties
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dateProxy Security Group ...

ﬁEDomain Controllers Security Group
Dornain Guests
!ﬁDomain Users
ﬁEnterprlse Adrnins Security Group ... Designated administrators,,,
@Group Palicy Creator Owen... Security Group ... Members in this group can...

Type Descripkion
Lser Built-in account For admini. .,
Security Graup ... Members of this group are...

Members who have admini...
Members who have view-...
DNS Administrators Group

DNS clients who are permi...

Security Group ... Designated administrators...

Help | @Domain Computers Security Group ... Al

all
Security Group ... Al
Security Group ... Al

workstations and serve...
domain contrallers in th...
domain guests

domain users

User Built-in account For quest ...

Security Group ...

ﬂ piro pla User
€7 niro plasari User
ﬁRAS and IAS Servers Security Group ... Servers in this group can ...
ﬁSchema Adriins Security Group ... Designated administrators...
ﬂ tarn User
ﬂ user User

2 |Create a new object...
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Mew Object - User x| | New Object - User

I User must change password at next lngon

! Vendos
Createirc  smalbusinesslocall  Ploteso fushat ’ E g Create in:  smalbusiness. local/Users
g , password
First name: Iben //h-,itials: I . Password:
Laszt name: I LConfirm password:
Full name: Iben i

Uszer logon name: I~ Uszer cannot change pazsword

Iheri I @amallbusingss. local j

Uszer logan name [pre-wWindows 2000]: — I™" Aceguntis disabled
|SMALLBUSINESS\ Iben J

N/

< Back I Mest > I Cancel | < Back I Mext > I Cancel
4

v obrect-vzer x

: g Createin:  smallbusiness.local/Users

When vou click Finish, the following object will be created:

Full name: ben ;I
] Uszer logan hame: ben@smallbusingss. local

The pazsword never expires.

< Back

ctive Directory Users and ;lglzl
@ File Action ‘Yew ‘Window Help |;|i|5|
S RS Bl2m gRavar
@ Active Directory Users and Camputers [dell. smallbusic
&+ Saved Queries
I_;| @ smallbusiness local Lo llps Beseption X
(2] Buikin ﬁ Administrator User Biuilt-in account For ad;
D Computers ﬁ ben User
{58 Domain Controllers €7 Cert Publishers Security Group ... Members of this group ars
(23 ForeignSecurityPrincipals ﬂDHCP Adrministrators Security Group ... Members who have admini,.,
@DHCP Users Security Group ... Members who have view-. .,
!ﬁDnsndm\ns Security Group ... DMS Administrators Group
!ﬁDnsUpdataProxy Security Group ... DMS clients wha are permi.. .
!ﬁDDmain Admins Security Group ... Designated administrators...
Domain Camputers Security Group ... All workstations and serve...
ﬂiDDmain Contrallers Security Group ... All domain contrallers in th...
gEDDmain Guests Security Group ... All domain guests
ﬂDDmain Users Security Group ... Al domain users
ﬂzEnterprise Admins Security Group ... Designated administrators...
Group Policy Creator Own... Security Group ... Members in this group can.,.
Guest User Built-in account For guest ...
ﬁmesuesw Security Group ...
ﬁ pira pla User
€% piro plasari User
!ﬁRAS and 145 Servers Security Group ... Serwers in this group can ...
mSchema Admins Security Group ... Designated administrators...
g karn User
ﬁ user User
< | ol
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Konfigurimi i user-it per perdorim
1-Start / administrative tools / domain controller security policy / local policies / user rights assignments / allow
logon locally :add user
2- Start / administrative tools / domain controller security policy / local policies / user rights assignments / allow
logon through terminal services :add user

— —
| Allow log on locally Properties I Allow log on locally Prop 2x|

Securty Policy Setting I Eplain This Setting | Security Policy Setting | Explain Thiz Setting

1 Allow log on locally 1
=M

[V Define these policy settings:

Allow log on locally

I~ Define these policy settings:

Account Operators

Account Dperators
Adrnitizstratars Adminiztrators
Backup Operators Backup Operators
o o AddUserorGrow ? [
Server Operators AdditlsERDIEERE —I Ilk
SkALLBUSINESS\Piroplasari
SkALLBUSINESS \tam User and group names
SkALLBUSINESS wser

Browse ..

Cancel

Eemove

(];3 I
| i AddUseror Group... |

IO T O S O T

T T
& odifying this setting may affect compatibility with clients, services, & Madifying thiz settihg may affect compatibility with clients, services.
and applications.

and applications.
For more infarmation, see Allow log on locally. [Q823659) For more information, see Allow log on locally. [D823659)

klik

/
3 0K I Cancel I Apply I Ok | Cancel | Apply |
1
Select Users, Computers, or Groups 21l Select Users, Computers, or Groups el |

Select thiz object type: Select this object type:

IUsers, Graups, or Built-in security principals Obiect Types... | IUSE'S. Groups, or Built-in security principals Object Types... |
From thiz location: X fmm thiz lacation:
Ismallbusiness.local Locali klik JSma||bUSinESS-|Dca| Locations... |

Enter the object names to select [eramples):

Enter the object names to zelect [examples):

ber| Check Mames | ben [bentsmallbusingss. local klik
Advanced... | oK I Cancel | Advanced... ak | Cancel |
3 A 4 4
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| Allow log on locally Properties 2x|

Security Policy Setting | Explain T his Sellingl

Allows log on locally

Account Dperators
Administrators

Backup Operators

Print Jperators

Server Dperators
SMALLBUSINES S ben
SMALLBUSINES S Firoplasari
SMALLBUSINES S o
SMALLBUSINES Shuser

T Add User or G | =&
Add User or Group ilil User or Group Bemove
& adifying this setting may affect compatibility with clients, services,
Uszer and group names and applications

ISMﬂLLBUSINESS\ben

For more infarmation, see Allow log on locally. (Q823659)

/I:A klik

6 0k, | Cancel | Apply |

ok Cancel
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